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Good afternoon, ladies and gentlemen.  From One King 
West Hotel in downtown Toronto, welcome, to the Empire 
Club of Canada. For those of you just joining us through our 
webcast or our broadcast, welcome, to the meeting. Today, 
we present the Honourable Ralph Goodale.  Today’s topic is 
“National Security Tools and the Architecture for a Chang-
ing and Difficult World.”  
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Certainly, we are living in a difficult world that has ex-
perienced a significant amount of changes, a world where 
there is increased incidents of terrorism, and terrorism that 
is proliferated in new forms in the last decades.  

Canadians have experienced terrorism on home soil on 
issues around nationhood, such as the FLQ Crisis.  Every-
body knows that October 20th, 2014, has changed Canada, 
just as 9/11 has changed the world.  Minister Goodale is re-
sponsible for being that calm force when an incident occurs 
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and doing so on a news environment that is 24 hours and 
when all the facts may not be known.  That phenomenon is 
a significant change.

Number two, we are also in a world where there are ex-
treme weather events.  In some cases, these have been al-
ready a contributor to increased property damage, injuries 
and population migrations.  That trend is likely to continue.  
In 1998 Canada’s then natural resources minister foreshad-
owed this in a speech to the Empire Club that was focused 
on the need for implementation of the Kyoto Protocol.  

If the protocol fails, “this could mean more severe and 
more frequent weather disruptions, more inland floods in 
some areas, more drought in others, rising sea levels and 
flooded coastlines—but actually less water overall in the 
Great Lakes—more wind and hail and ice storms and great-
er threats to public safety and economic security,” he said.  
That minister was Ralph Goodale.  His speech is here in our 
book for that year, as we keep a book of every speech every 
year.  Continuing on, we live in a world where criminals 
have new technological tools that can make crimes, and law 
enforcement has new tools to detect and combat crimes. 

This is particularly important when we talk about what 
cybersecurity means at this moment in time.  Cybersecurity, 
for the purposes of protection, is important for both gov-
ernment and business but it is also incredibly important for 
Canadian universities.  Ryerson’s newly launched Cyberse-
cure Catalyst is just one example of the opportunities that 
cybersecurity is presenting.  Perhaps, Minister, you will be 
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talking more about that today.  Finally, we are in a world 
where there is an increased amount of policy differences 
with the United States.  

The newest one, of course, is the difference in cannabis 
laws.  These are additional challenges for our guest speaker, 
who is accountable for its security at Canada’s borders. 	  

Speaking of different policies, on Tuesday, President 
Trump made a commitment that, “If we don’t have border 
security, we will shut down the government.”  Minister, that 
would be a good quote for you to say, today, about the Ca-
nadian government.  “I am proud to shut down the govern-
ment for border security,” is the other quote he said.  That 
would also be another good one for you to do. 

 If you are going to shut the government down, it is prob-
ably better to do it both governments at the same time.  It 
is probably practical in nature.  In all seriousness, I think it 
is important for every person to consider the seriousness of 
the Minister’s role. 

No matter what side of the political stripe you are on, I 
think everyone agrees that Minister Goodale is one of the 
most constructive forces in Canadian government at any 
time.  There is a reason why Prime Minister Trudeau has 
turned to Mr. Goodale for the significant portfolio responsi-
bility for the Parole Board of Canada, for Canadian Border 
Services, for the Mounties, for CSIS and to lead on Bill C 
59, an act respecting national security matters. 

 There is a reason why he has been asked to step up to 
deal with the Syrian refugee crisis of 2015 as a steady hand 
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at the wheel, and a reason why Saskatchewan has sent him 
back to the House of Commons over and over again.

Ralph has been one of the most effective advocates for 
his home province.  When Canadians look around the new 
order of politics, and many focus on the partisan divides, 
it makes them more appreciative of the work that Ralph 
Goodale has done for record of improving his ministry one 
strategy, one process and one policy at a time with the atti-
tude of a public servant.

I had the fortune of spending some time with Minister 
Goodale a few years back about 12 years ago.  Granted, I 
was a novice person then.  I picked him up at the airport at 
the request of a local Member of Parliament.  Even though 
we did not have an event that day, it was 90 degrees in the 
summer, and I had dressed up in a full suit, went to the 
Toronto airport, put on a suit and tie, borrowed my dad’s 
Buick.  I was driving around the circle because I was look-
ing for someone that was dressed exactly the same as I was. 

Minister Goodale was nowhere to be found.  I used my, 
probably the original BlackBerry, and I called to try to fig-
ure this out.  The gentleman opened his flip phone and was 
wearing shorts and a T-shirt.  I finally let him in my car. 

He got in my car and asked, “Did you have an event to-
day?”  I did not know what to say, so I said, “I had a funeral 
today,” which made things pretty awkward.  He said, “Did 
you know the person well?”  I said, “No,” which made it 
even more awkward.  We had a great time chatting.

Raised on a farm in Wilcox, Saskatchewan, and educat-
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ed at both the University of Regina and the University of 
Saskatchewan, today’s guest, making his third appearance 
at the Empire Club of Canada, has practical experience in 
business, agriculture, law.

He was first elected to the Parliament of Canada in 1974 
at the age of 24, representing the sprawling rural constitu-
ency of Assiniboia. In the 1980s, he served as Leader of the 
provincial Liberal Party, and was elected to the Saskatche-
wan legislature in 1986.

Minister Goodale returned to the House of Commons in 
1993 as the MP for Wascana, and was subsequently re-elect-
ed in many elections.  His cabinet career began as he be-
came Canada’s agriculture minister, because of his support 
of farmers and family farm in Saskatchewan.  

He also served as the minister of natural resources, lead-
er of the government in the House of Commons, minister of 
public works and the finance minister.  In opposition years, 
between 2006 and 2015, he served as opposition house 
leader and deputy leader of the Liberal Party of Canada.

 He is the only MP to serve in governments led by both 
Pierre Trudeau and Justin Trudeau.  He holds the distinction 
of being selected by his peers as Canada’s first-ever “Parlia-
mentarian of the Year” in 2006 as well as another distinction 
as the longest-serving MP in cabinet.

Please, give a warm welcome to the man from Saskatch-
ewan, Canada’s Minister of Public Safety and Emergency 
Preparedness, the Honourable Ralph Goodale.
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The Honourable Ralph Goodale

Kent, thank you very much for a very generous introduc-
tion.  It is very kind of you.

	 As we gather on the traditional territories of Indige-
nous peoples, it is a great pleasure to bring you all the greet-
ings and good wishes, today, of Prime Minister Trudeau and 
the Government of Canada.  My thanks to the Empire Club 
for asking me to come back again.  The trouble with those 
bound volumes of the previous speeches is that you actually 
have to go back and see if you still agree with what you 
said some years later.  I will enjoy this particular volume 
because that particular year both Hugh Segal and I were 
guest speakers at the Empire Club.  It is a pleasure to have 
the opportunity to return.

I want to thank the Club for your generosity, to the spon-
sors for being so generous in making it possible for all of us 
to be here today.  To all of you, good afternoon and thank 
you for coming.

Before the last federal election, the notion of becoming 
Canada’s Minister of Public Safety and Emergency Pre-
paredness had never really crossed my mind.  As a former 
minister of agriculture and natural resources, of public 
works and of finance, my focus had always been on eco-
nomic issues.  The prime minister seemed to have some 
other idea.  Ever since, I have been immersed in a world of 
spies and espionage, guns and gangs, opioids, transnational 
crime, migration and refugees, prisoner transfers and seg-
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regation, storms and floods and wildfires—it is both exhil-
arating and exhausting.  On some days, I do have to admit, 
amidst all of that difficult stuff, it is kind of hard to find the 
upside.  Nevertheless, three years and six weeks into this 
job, I can tell you it is a great honour and a great adventure 
every day to work in the public safety portfolio, firstly, be-
cause of the tremendous, courageous and skilled Canadians 
that I get to work with; secondly, because of the gravity of 
the issues that confront us; and, thirdly, because those issues 
are inextricably connected to jobs and growth and prosperi-
ty and economic success for Canadians.

Having a safe and secure country, governed by the rule of 
law and due process is an absolute prerequisite for a thriv-
ing economy.  Security provides the stability upon which 
free markets depend.  It provides the predictability and the 
confidence upon which investors rely.  Equally important as 
safety and security are achieved and as the law is applied 
and administered, Canadians must have absolute confidence 
that their rights and freedoms are fully respected and pro-
tected.  We are very fortunate to live in a free, open, diverse, 
inclusive, democratic country, probably the finest example 
of pluralism the world has ever known.  We need to work 
very hard every day to keep it that way, especially, in this 
complex constantly changing and very difficult world.

The public safety portfolio includes the Department of 
Public Safety itself, which deals with policy development, 
research issues, coordination and program delivery in such 
diverse fields as emergency response capacity, countering 
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radicalization, First Nations policing, anti-gang services, a 
new legal regime for cannabis, battling PTSI among first 
responders, and much, much more.  The bulk of the work 
in the portfolio actually gets done through a collection of 
essential and independent agencies like the Royal Canadian 
Mounted Police, the Canada Border Services Agency, the 
Canadian Security Intelligence Service, the Correction-
al Service of Canada, and the Parole Board of Canada, to 
name the major ones.

Altogether, this portfolio includes over 60,000 dedicated 
personnel and an annual budget of $10 billion, all to keep 
Canadians secure, to keep the country safe and to safeguard 
our rights and freedoms and the open, inclusive democratic 
way in which we want to live our lives.

I thought of giving this speech about this portfolio on 
three different occasions over the course of the last 18 
months.  Each time, some significant event affecting secu-
rity or safety intervened to throw off the timing.  That is the 
way things are in the public safety portfolio.  The environ-
ment is always dynamic.  The issues are large and numerous 
and constantly changing.  It is hard to focus a single speech 
on all the right topics at exactly the right time.

Today, I would like to take just a few minutes to touch 
on four big topics that I hope you will find to be relevant.  
One is Bill C-59, our new legislation designed to renovate 
Canada’s national security architecture to suit the realities 
of this changing and difficult world.  Secondly, the issue 
of high-risk terrorist travellers and how we deal with the 



531

threats they pose.  Third, Canada’s new cybersecurity poli-
cy and the steps being taken to protect us all from malicious 
attacks.  Finally, foreign interference in Canadian affairs by 
state actors, including those who would use malicious in-
fluence to drive wedges of confusion, fear and hate and do 
damage to our democracy.  First, Bill C-59, is an act respect-
ing national security.  It has passed the House of Commons, 
and it is now before the Senate.  It is the product of the 
most open and comprehensive public consultations, about 
national security ever in the history of Canada.  This new 
legislation, once passed, would accomplish three important 
objectives.  To start with, it will make several corrections 
in the law to fix previous errors, like language that was too 
vague, rendering some provisions in the law unusable.

It will correct a defective no-fly list that inadvertently 
victimized children, implied contraventions of the Canadian 
Charter and so forth.  All of these things are remedied in 
C-59.

Secondly, the bill strengthens and clarifies the constitu-
tional and legal authorities under which our security and 
intelligence agencies operate, and it creates some new tools 
for them to use.  Various court decisions and expert reports 
have raised questions about these matters in recent years, 
and it is vital that there be no doubt about the powers and 
the authorities that these agencies have and how they can 
be used and where the fences are.  Clarity is essential to 
effectiveness.  Finally, C-59 ushers in a whole new era of 
transparency and accountability.  It creates a new compre-
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hensive National Security and Intelligence Review Agency 
with a government-wide, all-inclusive mandate to exam-
ine any federal government department or agency with a 
security or intelligence function.  Gone will be the review 
agencies that operate in fragmented silos.  The new agency 
will be able to follow any issue wherever it goes across the 
entire government.  That will complement the separate and 
independent work of our new National Security and Intel-
ligence Committee of Parliamentarians.  We are also creat-
ing a new Intelligence Commissioner with the authority to 
examine and approve or disallow certain proposed security 
and intelligence activities before the fact, in advance.  If that 
commissioner says no, then that activity will not happen.  

CSIS, the Canadian Security Intelligence Service, is 
Canada’s human intelligence gathering agency.  It gains a 
clear set of rules in C-59 for managing and utilizing large-
scale data sets, upon which it depends for much of its sci-
entific analysis.  CSE, the Communications Security Estab-
lishment, is Canada’s signals intelligence gathering agency.  
It gains its own standalone legislation and the authority to 
undertake active, not just defensive, but active cyber oper-
ations to take down imminent cyber threats to Canada be-
fore they can attack us.  Other changes improve information 
sharing among federal departments and agencies.  There are 
strong rules against behaviour that might contribute to tor-
ture.  The whole package will be reviewed for effectiveness 
from the top to bottom in five years.  We have two overar-
ching objectives in C-59: To ensure that the rights and free-
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doms of Canadians are properly respected and, equally, to 
ensure that our police, security and intelligence agencies are 
doing everything we expect of them to keep Canadians safe.

I am hopeful that C-59 will win the approval of the Sen-
ate and become law early next year.  Now, let me turn to my 
second major topic today, and that is how we combat those 
who become radicalized to extremist violence and some-
times travel abroad to inflict terror.

Since the beginning of the evil rampage of barbarism 
launched in Syria and Iraq a few years ago by the so-called 
Islamic State, more properly known as Daesh, close to 
40,000 individuals from various countries around the world 
have been lured into the terrorist cause and have travelled 
abroad to participate, mostly before 2016.  Canada’s share 
of this global problem is small and basically stable, but we 
are not immune.  Working closely with our international 
partners, Canada’s security, intelligence and police agen-
cies have identified approximately 250 of these high-risk 
extremist travellers with a connection to Canada who have 
journeyed overseas, about half into Syria, Iraq and Turkey 
and the rest into Afghanistan, Pakistan and parts of North 
and East Africa.  Some of them have become battlefield 
combatants.  Others did fundraising or operational plan-
ning, online propaganda, recruitment, training, and other 
complicit activity.  Some were just camp followers.  

There are about 190 of these people still abroad.  Some 
of them, perhaps many, are already dead.  Some now have 
spouses and children.  There are close to 60 individuals who 
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left Canada and are now back, a small number from Syria, 
Iraq and Turkey, and the rest from elsewhere. 

Overall, these figures have not changed significantly 
over the past three years.  They remain largely stable. 

Notably, despite the complete defeat of Daesh on the bat-
tlefield and the fall of the city of Raqqa last year, there has 
been no recent surge of returnees to Canada.  Incidentally, 
while every Canadian citizen has the legal right to re-enter 
Canada, the Government of Canada has no legal obligation 
to facilitate their return.

CSIS, the RCMP and our other security intelligence and 
law enforcement agencies, including our federal financial 
regulators, as you may have seen in the news today, work 
constantly to know as much as we possibly can know about 
every threat to our national security.  That work is carried 
out 24/7, both internally and across all of the agencies and 
in close collaboration with our allies in the coalition against 
Daesh, in NATO, the Five Eyes security alliance, the G7, 
the EU, INTERPOL, various UN agencies and others. 

All available data is steadily and expertly assessed and 
re-assessed to ensure that we are up to date and accurate on 
all the risks and threats.  

Canadians who involve themselves in terrorism and 
violent extremism can expect to be investigated, arrested, 
charged, and prosecuted to the full extent of the law.  That is 
our prime objective and priority.  

Since specific terrorism offenses first appeared in the 
Criminal Code some 15 years ago, over 100 charges have 
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been laid involving 55 individuals, and 27 of them have 
been convicted of one or more offenses so far.  Among that 
small and specific group of returnees from Syria, Iraq and 
Turkey, four have been charged and two convicted so far.  
Evidence that can be used in a courtroom is often very dif-
ficult to get, particularly, when it must be derived from a 
foreign war zone half a world away in a place that is still 
dysfunctional and dangerous.  All of our democratic allies 
have exactly that same challenge. 

While evidence is being collected and assessed or where 
charges are difficult to lay, a full suite of other measures 
are deployed against terror suspects, including surveillance; 
interviews and further investigations; intelligence gather-
ing and lawful sharing; ongoing threat assessments; no-fly 
listings; Criminal Code listings; the refusal or revocation 
of passports; terrorism peace bonds and legally authorized 
threat reduction measures.  It is all about keeping Canadians 
safe.  The specific measures to be used in respect of any 
particular individual or situation is determined by Canada’s 
expert police, security, and intelligence agencies.  They are 
professional, not political, and they are highly regarded for 
what they do by international standards.

One final point:  Daesh and Al Qaeda are not the only 
sources of dangerous extremist violence.  It can come from 
any type of fanaticism.  For example, of increasing concern 
are groups like right-wing white supremacists and neo-Na-
zis who foment hate that manifests itself in violent an-
ti-Semitism or a brutal misogynistic van attack along Yonge 
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Street or the murder of six Canadian citizens only because 
they were at prayer in a mosque.  All this, too, is a threat 
to Canada and Canadians, and that demands and gets the 
attention of our public safety agencies.

Turning now to cybersecurity:  Over the past two de-
cades, information technology has absolutely revolution-
ized our lives.  The world has become a smaller, faster, 
more complex and interrelated place.  People are more con-
nected to each other than ever before, and they are more 
connected to all of the things around them, and they are 
more dependent on those connections, and they are more 
vulnerable.  The Internet and smartphones have become an 
inextricable part of who we are.  We spend a big portion of 
our waking hours online.  In fact, at 43.5 hours per month, 
Canadians are the most online people in the world.  That is 
how we work, play, shop, bank, entertain ourselves, stay in 
the know, keep in touch with family and friends. 

Digital technologies enrich our lives in countless ways, 
and underlying them is complex infrastructure upon which 
our economy and our modern society depend.

As part of that, our most sensitive personal and financial 
information is floating in a cloud.  Millions of times every 
day, hackers at home and around the world are trying to 
break in.  They may be foreign states and militaries or terror 
groups or organized crime or petty thieves or people with 
corporate or personal grudges or sometimes just the com-
puter wonk next door just trying to see how far he can get.  	
     The hacker’s objectives range from theft and extortion to 
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intimidation, revenge, disruption and chaos, to simple nui-
sance.  The tools available to them are sophisticated, pro-
lific and cheap, and they look to exploit gaps in the system 
and weaknesses.  Given our ubiquitous interconnectedness, 
we are all only as strong as the weakest link.  Imagine the 
damage that would ensue if a major digital infrastructure 
system were to be compromised in telecommunications, for 
example, or banking or transportation, health care or energy 
transmission.  It is not hypothetical.  Foreign hackers have 
twice brought down the electrical power system in Ukraine 
with widespread consequences.  That is just one small il-
lustration.  Based on the most recent information from Sta-
tistics Canada, cybercrime in this country is causing more 
than $3 billion in economic losses every year.  Globally, the 
losses in 2018 are estimated to be at more than $600 billion.  

When asked what keeps him awake at night, the Gover-
nor of the Bank of Canada not long ago said the threat of 
cyberattacks.  This is a large and very real worry, but we 
cannot allow ourselves to be driven by fear.  

As we roll out Canada’s new cybersecurity strategy, we 
are equally focused on the opportunity it creates for the most 
cutting-edge research, scientific discovery, innovation, new 
business development, advanced engineering and manufac-
turing, global exports, job creation, prosperity and growth.  
Cybersecurity is, indeed, a growth industry.  

It already contributes $1.7 billion to our GDP every year 
and more than 20,000 excellent jobs.  The global market 
for top quality cybersecurity products and services stands 
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at close to $100 billion today, and it is likely to more than 
double in less than three years.  

The global thirst for cyber strength in all industries 
across all sectors is enormous.  Every country is struggling 
to develop the needed talent and skills and capacity.  

Right now, Canada is the world’s fourth largest innova-
tion hub for cybersecurity, but we have huge potential to do 
better and better.  With industry and academia, we should 
reach for the top.  To do that, we need to leverage all avail-
able resources.

I would note that our last federal budget funded the larg-
est investments in science and innovation ever in Canadian 
history.  The last federal budget also identified more than 
$750 million over five years for our new federal cyber plan.  
A third of that, $250 million goes to Shared Services Cana-
da to enhance and protect cyber systems within the Govern-
ment of Canada.  In my view, the greatest benefit of Shared 
Services Canada is to ensure coherence and high standards 
of cybersecurity across all federal IT systems, but it is equal-
ly vital to protect private sector systems, so we are also in-
vesting $155 million to create the new Canadian Centre for 
Cyber Security.  It has become our national operational au-
thority, bringing together all federal cyber expertise under 
one roof for analysis, advice and services to governments at 
all levels, but also to the private sector, including large and 
small operators of critical infrastructure.  The Centre also 
works on enhanced public awareness and education.

The RCMP is receiving $200 million to strengthen crim-
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inal investigations of cybercrime and stand up a new Na-
tional Cybercrime Coordination Centre to support, assist 
and coordinate law enforcement activities in this field all 
across the country.

The CSE, CSIS, Public Affairs, Public Safety, Global 
Affairs, Natural Resources, Innovation and Employment 
Departments also gained new resources, including for a vol-
untary company certification service, to verify their cyber 
health and hygiene and for an integrated work and learning 
program for thousands of students.  That can only be the 
beginning.  Another piece of our strategy will be coming in 
the new year.  

Based on months of consultation, we plan to introduce a 
legislative framework to ensure that we all understand the 
implications and the obligations that we share with each 
other in such an interconnected and interdependent cyber 
world.  Again, the crucial point is the weakest link.  It can 
bring down the whole house of cards and do irreparable 
harm.  Those links need to be avoided to the maximum ex-
tent possible.  Finally, today, I want to mention foreign in-
terference.  

From time immemorial, governments worldwide have 
been engaged in efforts to mould public opinion and gov-
ernment policy in other countries in order to advance their 
own interests.  As long as that is done in a peaceful, open, 
transparent manner within the law, it is fine.  It is called 
diplomacy or treaty negotiations.  Our team Canada efforts 
to provide information, shape opinions and build support 
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in the United States for NAFTA are a very good and proper 
example—all very public, all very factual and without ob-
jection.  

When that type of activity becomes covert and clandes-
tine, and when it is dominated by lies and disinformation 
aimed at misleading people, destabilizing the economy 
or manipulating democratic processes, a bright red line is 
crossed.  It could be espionage to steal commercial secrets or 
sabotage to damage a global competitor; it could be murder 
to silence a vocal critic or maybe foreign agents providing 
illegal funds to support stooge candidates during an elec-
tion; it could be coercing members of a diaspora or using 
social media to falsely slander a cabinet minister; it could 
be funding bots and trolls to stoke anxiety, even hysteria 
around sensitive issues.  These types of hostile state activi-
ties have increasingly become a leading topic of discussion 
and concern among Canadians and between our country and 
our partners in the Five Eyes and the G7.  

There is increasing determination to work in concert to 
uncover illicit behaviours and confront rule-breaking coun-
tries.  You saw some of that earlier this year with respect 
to Russia, a country which has flouted the rule of law and 
flouted acceptable norms time and time again.  When Cana-
da expelled four members of Russia’s diplomatic staff, For-
eign Minister Freeland said, “The four have been identified 
as intelligence officers or individuals who have used their 
diplomatic status to undermine Canada’s security or inter-
fere in our democracy.” At this year’s G7 Summit, hosted 
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by Canada in Charlevoix, we announced a new G7 rapid 
response mechanism to help tackle common threats.  

It will strengthen information sharing on foreign activi-
ties that undermine our democracies and identify opportu-
nities for coordinated responses.  Protecting our democratic 
institutions and countering hostile state activity are press-
ing priorities for the Government of Canada.  That includes 
safeguarding the integrity of next year’s federal election.

Domestically, Bill C-76 will help.  It got royal assent 
late in the day yesterday.  Among other things, the Elec-
tions Modernization Act will prohibit Canadian third parties 
from partisan activities using foreign funding either during 
or outside of election campaigns.  It also requires all orga-
nizations who sell advertising to not knowingly accept elec-
tion ads from foreign entities.  Most importantly, Canadians 
themselves need to be alert to what foreign intrusions look 
like and need to be skeptical about fake news masquerading 
as legitimate.  When our security agencies become aware 
of illicit foreign meddling, steps must be taken by credible 
sources to alert Canadians to that risk.  Ladies and gentle-
men, you have been very patient this afternoon.  I want to 
thank you for your attention.  Let me close by repeating one 
point I made at the beginning.  In all our security and intel-
ligence services at all levels and among our police and our 
first responders and our emergency personnel of all kinds, 
Canadians are fortunate to have an amazing team of strong, 
talented, dedicated people hard at work.  They are, indeed, 
world class.  Every day they give their very best to keep us 
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all safe and to safeguard the precious rights and freedoms 
that make Canada, Canada. 

I want to thank them for their service.  Thank you very 
much. 

KE:	 Minister Goodale, you presented us with our future 
here today, and I want to take the opportunity to pres-
ent you with part of our past, which is the 1998–1999 
book with your speech in it and, obviously, Hugh Se-
gal’s speech in it.  Thank you very much for speaking, 
today.  To present the thank you, I am bringing Shauna 
McMillan up from CN.

Note of Appreciation, by Ms. Shauna McMillan, Direc-
tor of Marketing, Intermodal Domestic, CN

Minister Goodale, hopefully, everybody can still hear 
me.  Your remarks today clearly show why you have been 
one of the most respected politicians for so many years 
here, in Canada.  You clearly are a leader who cares about 
public policy and who is trusted by Canadians no matter 
which side of the political view you are on.  Public safety 
is absolutely a challenging portfolio, and if anybody in the 
room does not understand that after your speech today, ab-
solutely they should get a hint that all your incoming calls 
and emails very rarely bring good news.
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We are fortunate in this very demanding role to have 
you there, and we cannot think of anyone who would do a 
better job inspiring confidence and assuring Canadians in 
this room and without that you have their best interests in 
ensuring their safety.  Your constituents have consistently 
re-elected you over the last 25 years, and that is why you 
were able to appear in one of those books.  Actually, I be-
lieve it is three, right, Kent, that you have been with the Em-
pire Club of Canada?  Thank you, again for being here to-
day.  Kent mentioned in his opening remarks, today, that we 
face a lot of different challenging environments.  Of course, 
at CN Rail, we play an outdoor sport that is challenged ev-
ery day in every one of those environments.  We know it 
plays a major role in moving not only this province’s econ-
omy, but all provinces’ economies.  

CN, next year, is going to be celebrating its 100th anni-
versary, and that we are very proud of.  I did want to make 
a special mention that in all of the economies that we move, 
we have moved the single largest month in grain in that en-
tire 100-year history this past November.

On behalf of everyone here today, and everyone who 
could not be here, today, but is joining us either on televi-
sion or cyberly, on the webinar, we want to thank you for 
your time today, and we wish everyone, including yourself, 
very happy holidays.
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Concluding Remarks, by Kent Emerson

This is our 16th and final event since September for the 
latter part of 2018 season.  We have a lot of things coming 
up in the new year.  On January 16, we will have as speakers 
the general managers of the Leafs and Raptors, Kyle Dubas 
and Bobby Webster, joining us.  

That is going to be a great event.  We have a FIFA event 
that we are just about to announce: The Vice President of 
FIFA; he will be speaking on January 30th.  We have our 
Economic Outlook lunch on January 10th.  Please, come to 
our events in the new year.  There are going to be a lot of 
them.  

Thank you for your participation.  Ladies and gentlemen, 
Happy New Year! 

Meeting adjourned.  Thank you. 


